The Antivirus Solution for the Microsoft Exchange Environment

F-PROT Antivirus for Microsoft Exchange version 2, built on the newest generation of the award winning F-PROT Antivirus scanning engine, is the antivirus solution for companies needing to protect their Exchange servers. Simple to use and configure via Microsoft Management Console, F-PROT Antivirus for Exchange provides customers with real-time detection and removal of viruses, worms, Trojans and other malicious code from e-mail and attachments at server level, before they reach the workstations. By centralizing the updating and monitoring of the virus signature files, administrators can ensure that the whole system is constantly protected against the latest virus threats.


Key Features
- Fast scanning of all incoming e-mails and attachments
- Fast scanning of Microsoft Outlook outgoing e-mails and attachments
- Light on system resources
- Microsoft Management Console for easy use by system administrators
- Automatic deletion of incoming mass-mailing worms and viruses (on Exchange 2003)
- Disinfection of incoming mass-mailing worms and viruses (on Exchange 2000)
- Automatic virus signature updates over the Internet
- Malicious e-mails and/or attachments quarantined in the Quarantined Items folder
- Simple selection of required security level
- Industry leading antivirus engine includes advanced heuristic scanning

Key Benefits
- Up-to-date antivirus protection
- Integration with all the latest Microsoft Exchange servers
- Outstanding speed
- Proactive protection against unknown threats
- Easier and safer administration
- Reduced network traffic
- Improved protection of your workstations
- Excellent technical and customer support via www.f-prot.com and e-mail included in annual license fee
How it works

The F-PROT Antivirus scanning engine scans all incoming e-mail in order to intercept virus infected messages and prevent them from infecting the system. The F-PROT Antivirus scanning engine also scans Microsoft Outlook outgoing e-mail. All messages go through the F-PROT Antivirus for Exchange scanner and only clean messages are forwarded to the intended recipient. If an infected message cannot be disinfected it is stored in the Quarantined Items folder. If the Quarantined Items are re-scanned after an update of the virus signature files, the F-PROT Antivirus scanning engine may be able to disinfect previously quarantined messages and then forward them to the recipient’s inbox. Infected messages are isolated in the Quarantined Items folder, according to the system administrator’s settings preferences.

For more technical information, please go to www.f-prot.com

Download your trial version of F-PROT Antivirus for Exchange from www.f-prot.com

System Requirements

The following are minimum system requirements only, actual requirements will vary depending on the nature of your environment.

Any one of the following combinations of Microsoft Exchange on Windows servers is required for the use of F-PROT Antivirus for Exchange:

- Microsoft Exchange 2000 (SP1) on Windows 2000 Server (SP2)
- Microsoft Exchange 2003 on Windows 2000 Server (SP3)
- Microsoft Exchange 2003 on Windows 2003 Server

In order to guarantee that F-PROT Antivirus for Exchange functions correctly, please make sure that the system recommendations from Microsoft are met.